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Problem Statement

A clinical workflow might be vulnerable to privacy violations due to sensitive patient data accessed by

multiple healthcare providers. Our research aims to detect the possible privacy violations.

Privacy-aware Workflows are compliant with:

- privacy principles based on the European Union General Data Protection Regulation,

- privacy policies provided by healthcare providers, and

- privacy preferences of data subjects (patients).
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(1) Build Ontology

- generating the Privacy Ontology by examining privacy Ontology for main components of privacy rules:
principles, privacy policies, and privacy preferences
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